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ninemsn Submission to the NSW Attorney General on the Defamation Act 2005 

ninemsn thanks the Director  General for the opportunity to make a submission in respect of the  Defamation Act 2005 ( the Act) including as to whether the policy objectives remain valid and whether the legislation remains appropriate for securing those objectives. ninemsn believes that this review is timely given the rapid changes that have occurred in the Australian media environment since the legislation was enacted and in particular the increasing importance of digital media. 

The regulatory objects of the Act   are set out in Section 3 and are: 

(a) to enact provisions to promote uniform laws of defamation in Australia, and 

(b) to ensure that the law of defamation does not place unreasonable limits on freedom of expression and, in particular, on the publication and discussion of matters of public interest and importance, and 

(c) to provide effective and fair remedies for persons whose reputations are harmed by the publication of defamatory matter, and 

(d) to promote speedy and non-litigious methods of resolving disputes about the publication of defamatory matter. 

While ninemsn believes that the above objectives of the Act continue to be relevant we think that the way in which the legislation addresses these in a digital media world should be reconsidered, particularly with respect to the liability of digital businesses for the publication of third party material which they have not produced. 
1. About ninemsn 

ninemsn was incorporated in 1995, and is a 50:50 joint venture between Microsoft Corporation (Microsoft) and Nine Entertainment Co (NEC). The joint venture combines the content and expertise of NEC in the broadcasting and publishing areas and the expertise of Microsoft in the technology, software and interactive areas. The ninemsn business employs over 350 staff and operates over 80 websites targeted at Australian and New Zealand markets. The network includes: 

(a) Websites devoted to news, entertainment, finance, fashion, travel, leisure, shopping and sports; 

(b) Streaming of video and ‘catch-up’ and other video TV content on ninemsn’s FixPlay website; and

(c)  ninemsn’s mobile site http://m.ninemsn.com.au which provides a limited version of the content on the network, adapted for viewing via mobile devices. 

The ninemsn network provides an entry point for Microsoft’s social networking product – Windows Live Messenger, its email product - Hotmail, and search engine – Bing. ninemsn also promotes mobile access to Windows Live Messenger and Hotmail.

2. The Defamation Act  and  Digital Media   

The 2005 Defamation Act was a substantial improvement on the previous laws as it was part of the uniform scheme to address the deficiencies of the previously fragmented and disparate defamation laws then in force in the various States and Territories. However, it  was developed at a time when traditional print and broadcast media were still  dominant and  did not anticipate the enormous changes in the media environment that have occurred in the six years since its enactment. Since then, the internet has become an integral part of Australian society and the economy and is fast superseding more traditional forms of print and broadcast media as the popular mode of communication and information dissemination. Today’s digital technologies offer unparalleled social and cultural opportunities and benefits to the Australian community including tools for learning via the use of search engines and new means of instantaneous social interaction and collaboration via social networking sites, email and messaging products

 In contrast with traditional media which is static and fixed once printed or broadcast, digital media businesses need to update and publish new and exciting content as soon as it is generated or accessible to us. This means our content is fluid, dynamic and constantly evolving.  In order to remain competitive, a business such as  ninemsn must continually strive to ensure that its content offering has the breadth, depth and diversity necessary to attract and engage our Australian and New Zealand audiences. By way of illustration ninemsn’s current content offering includes:
a. Bespoke content in multiple formats ( text, video and still images)  researched, produced and edited by ninemsn’s journalists and content producers;

b. Long form on demand video entertainment programmes from local and international media suppliers such as Channel nine, BBC and Warner Bros; 

c. Automated real time feeds of local and international news  and financial information for example AAP and  Reuters; 

d. User generated content in multiple formats which is pre-screened and selected by the ninemsn editors for publication for example on the ninemsn news site;

e. User generated content  which  is instantaneously  and anonymously posted by users in order to provide comment or feedback on  content published on the site for example on specific articles or  current affairs segments ; and

f. Automated real time feeds of user generated content from other websites for example celebrity tweets from Twitter. 

 ninemsn needs to be innovative and agile in being able to take advantage of the variety of third party content offerings available to digital media such as Twitter feeds and integrating them within out network and services. Further unlike traditional media we actively invite our users to provide commentary and publish their own material directly to our sites. Our users are therefore no longer passive- they are highly active and their content interacts with and enhances the attractiveness of our network and services.  

In common with other internet publishers ninemsn has various strategies in place to ensure that third party content we publish meets Australian regulatory requirements including defamation law. We have contractual arrangements with some of our “professional” content suppliers which require them to ensure their content is not defamatory. We have terms of use which require users who submit user generated content to comply with applicable laws. We also have policies in place which require user generated content to be pre-screened on high risk environments and post-screened on others and to respond to complaints and promptly take down offensive material. However, it is important to recognize that from a practical perspective because of the sheer volume of the material we host and the speed with which it is updated it is not possible for a business such as ours to bear the cost and resources required to manually review all third party content which appears on our network and services. While a certain amount of our content is produced and edited in house or actively reviewed and evaluated before publication, a great deal of our content is posted to the site without editorial intervention.   Even if we were able to conduct a manual review of all third party material we publish ninemsn editorial staff are in most cases are unable to make professional judgments as to whether content produced by third parties is defamatory. This is because we cannot verify the factual background to the material or determine the appropriateness of the judgment made by the author. 

 As currently drafted Australian defamation legislation does not take into account the practical realties of the digital publishing environment. It imposes strict responsibility for the publication of third party material regardless of whether the publisher has the ability to protect themselves from that liability.  While digital media businesses can attempt to limit liability for UGC in their terms of use in practice publishers have limited ability to ensure compliance of their users or seek recourse against them in the event of a breach. Most users who publish comment directly on our sites are not identifiable (and indeed for privacy reasons we encourage them to make posts under a pen name). Some will not be within Australian jurisdiction and in many would not have the financial resources to meet an indemnity claim.  

We note that the defence of innocent dissemination which is set out in Section 32 of the NSW Defamation Act is intended to assist persons with limited involvement and knowledge of the publication of defamatory material. However, this defence is only available to subordinate distributors, not an author, printer or first main publisher or broadcaster of content: Thompson V ACT (1996) 186 CLR 574. Much user generated content would therefore not fall within the scope of this defence because it is first published by the website which is subject to a claim.  Further, it is a requirement for the defence that the defendant did not “know or ought to know” the material in question was defamatory and “did not have the capacity to exercise editorial control over the content of the matter or the publication of the matter”. In the Thompson case it was held the defence did not apply where a Television station re-transmitted another “live” broadcast because the broadcaster had the ability to exercise control or supervision over the material.   In a digital context, this case would suggest that the defence is not applicable to the automated redistribution of any real-time content feed such from Twitter to another website particularly if the later has some editorial capability.   

 The safe harbour afforded by Section 90 and 91 of the Broadcasting Services Act 1999  ( Cth) was introduced to provide a  safe harbour for internet content hosts for publication of content that infringes copyright and other Commonwealth  laws regulating publication of illegal content. This safe harbour, however, provides only limited coverage  for carriage service providers and not to other internet intermediaries such as search engine providers, social networking sites or publishing business such as ours, all of which host large volumes of user generated content. While the safe harbor could be readily extended to a broader category of intermediaries we note there are other issues with the scope of the safe harbor which make it problematic from our perspective. It is currently unclear as to the extent to which the safe harbor operates with State defamation laws (as well as state contempt laws and rules relating to court reporting).  Further it is only available in circumstances where the service provider was “not aware of the nature” of the content it is hosting. Most websites publishing user generated content are not entirely passive   and will have some knowledge of the type of content they host thus not meeting the lack of knowledge requirement. 

Current Australian defamation laws therefore present a challenge for businesses such as ours is because they incentivize us to be very conservative in terms of the content we are willing to host (particularly content which is generated by our users) and to remove content at the first sign of controversy. Yet our audiences in common with internet audiences globally increasingly demand that we allow them to interact and engage with our content and increase the variety and volume of our content sources. In contrast many of our competitors in the most successful digital economies particularly the US operate in regulatory environments that impose fewer constraints on media innovation and encourage user engagement in their services. Face book, YouTube and other phenomenally successful user generated sites have thrived in part because media regulatory environment in the US is more conducive to their development because it emphasizes the importance of free speech and offers a broad safe harbor scheme for providers of interactive computer services who publish material provided by third parties. 
In our view Australian defamation legislation does not adequately balance the need to allow reasonable free expression against the need to protect an individual’s reputation because its practical effect on digital media is overwhelmingly to favor the later. We would suggest that to address this imbalance the Attorney General give consideration to the development of a new safe harbor that would apply broadly to all internet intermediaries that host or publish third party content by automatic means. This safe harbor would be similar to that which is exists in the Section 230 of the Communications Decency Act in the United States. Such a safe harbor should be available to all internet intermediaries who publish third party material instantaneously and without pre-screening. We suggest the safe harbor apply to provide immunity from a defamation claim until such time as the defendant receives actual notice of a complaint that content is defamatory and has been given an opportunity to respond and take down the offending material.  We believe it is important to recognize that there are many circumstances where a digital media organization does not have access to the facts or circumstances that would enable it to make an informed judgment regarding whether or not third party content which it publishes is defamatory. Therefore such a safe harbor should not be qualified by any requirement that the defendant be “unaware” of the type of content they host and should be available regardless of whether an organization has editorial capability and has assumed editorial control of some of its content, is simply a passive carrier of content or a service engine provider through which users can find content. 

We also believe that in order to achieve the right balance and to achieve the objective of promoting clear and speedy non-litigious methods of dispute resolution the legislation needs to provide a simple and clear takedown process as the primary mechanism for addressing complaints concerning material that falls within the above safe harbor. The process should provide clarity around how complainants should notify a complaint, the information which should be provided in a takedown request in order for an intermediary to make a reasonable assessment as to whether the complaint is fair and reasonable and the time frame in which an internet intermediary should respond to take down request. However, to address concerns that a takedown response may be an insufficient remedy we would suggest that the legislation specifically retain the plaintiff’s right to a remedy by way of  a retraction or apology. 

 We understand that the Attorney’s review is confined to the provisions of the Defamation Act 2005 NSW. We note that this legislation is part of a uniform scheme that has been agreed to be the Standing Committee of Attorney’s General and been implemented in all States and Territories. Material published on-line is accessible in all States and Territories of Australia.  It is therefore critical that the uniformity of the legislation continue to be promoted and improved. Our comments regarding this review therefore apply to the scheme as a whole and are not restricted to the New South Wales legislative environment. 

3. Conclusion 

It is ninemsn’s view that the regulatory objectives of the Defamation Act 2005 remain valid but that the current legislation does not provide the optimal framework for achieving the right balance between those objectives for Australian digital media businesses such as ours.  While the content, format and distribution of media communications is evolving, so too are the regulatory needs of the industry and it is critical that the Australian media regulation including defamation legislation enhances our ability to compete in the global digital economy and enhances the opportunities for Australians to take advantage of these ongoing social and cultural developments. 

 We believe that the Review needs to reconsider the issue of the extent to which internet intermediaries should bear liability for the publication of defamatory material produced by third party content providers in those circumstances where they publish such content automatically and without the exercise of prior editorial judgment. We would therefore encourage the Attorney General to give consideration to introducing broader safe harbor for internet intermediaries who publish material in these circumstances coupled with a clear and detailed take down process which would encourage swift and non litigious resolution of complaints. We would like to see this safe harbor being part of the defamation law in all States and Territories. 

ninemsn thanks the Director  General for  the opportunity to participate in  this Review and would be pleased to engage in further dialogue with you as  the Review  progresses.
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